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Brief Ww _g_ a Cxyptographic Machine Employing & Single Cipher Commtator

Ry . Wm. F. Friodman

1. This invention deals with a oryptographic machine in which the oryptographic
principle is basically as follows:

Power is delivered tc the keybuard at the enociphering position at & specific ine
stant 1n a period of 25 possidle inotants, the cipher resultant of a glven plain-
toxt latter deponding therefore upon the specific instant the keyboard is made
"alive", since for each of the 26 different instants a differeat nixed cipher al-
phadet is presented for enciphermant. The order of presemtation of oipher alpha-
bets ia regnlar but the oxact instant of the selection of a apecifie oipher alph-
abet 1s very irregular and depemds upon & keying faotor.

2. The machine consists basically of a single, constantly rotating, 26 segment,
26 charaoter cipher commitator, labeled 1 in FPigure #1, controllsd by & keying
aystem inoluding a set of rotatable, differential cam wheels or an sguivalent el-
sotrioal cam arrangeasnt. This control system comprises 5 or a muliiple of 5
can wheels which oporate contact levers, showm at 2. The inter-action of the 5
contact levers results in setting up at the 5 relays, 3, &, 5, 6, 7, a permmtation
in the Bordeaux code. Correspondiing to this permmtation there 1s set up a perma-
tation of 5 translater bdara, labeled 8, 9, 10, 11, 12. These are alotted members
and when a specifis permutation is set up, one of 32 stunt bars falls into place
and closes a gontact. Several of these contacts are shuwn in the sketch at 13,
These circuite lead to a swltchbuard 14, on one gide of which there are 32 pomi-
tioms and on the other side of which there are only 26 positione., Referring to
the ocam wheels theso are of different dlameter and of differemt numbers of inter-
vals, preferably all prime to one ancther. 7They are individually rotatable in
step-wise mamer, under control of thekeyboard. The potential cipher key which

. results from such an arrangement is in leagth the produot of the individual inter-
val mmbers of the sseveral cam whesls. For example, 1f there are 5 cam wheels
the first of 100 intervals, the second of 99, the third of 97, the fourth of 91
and the f£ifth of 89 interwals, the total length of the cipher key would de
1,7TT7,%69,700. This merely means that the cipher key would comsist of an unin-
telligidle sequence of oiphering key characters of corresponding length.

3. The 32 possidle resultant Bordeaux psrmutations which are led to switchboard
1k are for the purposes of this invention reduced to 26 by comsolidating 6 of .
the 32 circuits into the other 26, so that thors will be only 26 differemt result-
ant offects for cyptographic keying purposes. In this invention this is accom-
plished quito simply by taking what are usually known as the 6 extra functions
and throwing them in with 6 of the other 26 letter-representing Bordeaux perumut-
ations. Which 6 will be selacted to be "double-representations”™ oam de deter-
mined and varied at will at the switohboard 1h.
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b, In this invention the 26 specific effects thus remdered possible bty cam
action merely determine which one of 26 segments will de made "alive” (that
is, will be connected to a power source) on a set of 26 segments in the dis-
tributor head 15, over which brush 16 sweeps in synchronisa with ocommtator
wheel #1. Ae shown in the figure, this aotion merely means that at a given
instant relay 17 is emergized, the imstant of emergization being oontrolled
by the cam arrangemont and will be different for each ksy operatiom at the
keyboard.

5. When a specific segaent of the distridutor 15 is made "alive" by being
ccnneoted to a power source, and when the brush arm 16 reaches this live seg-
ment, the keyboard of the cryptograph is made "slive”™ at that instant by the
oompletion of the circuit from power source 18 at contact 19, If a key is
depressed during that oycle, the letter scrresponding to that ksy will be en-
ciphersd in the specific cipher alphabet determined dy the specific angular
position of the cipher commutator #1 at the instant that the brush arm 16
reaches the live segment on diatridbutor 15. In other words, the keyboard is
made "alive” at 1 of 26 different instants in the oycle passed through by the
oommutator wheel; each of these lnstants corresponds to a different mixed
alphadet of which there 1s a total of 26. It 1s to be understood that the
cam wheel assembly is set at an initlal keying position by pre-arrangement
and that the cams udvance one step or interval per depression of the keyboard
and no more,

6. The eipher cammtator may be made a reciprocal cipher commutator; or by
suitable switching arrangemesnts a nonreciprocal snciphering-deciphering re-
lationship may be provided for, if deaired.

7. 7The keybocard 20 is comnected to the leftband bakelite separator 21, and
the oircuits pass from 21 through cipher commitator #1 to the righthand bake-
1ite separator 22 and thence to the bank of imdicating devices 23, back to
power source 18.

8. Means and oircuits must be provided to prevent tho cryptograph from record-
ing or indicating a resultant more than once for the same set up of keys, eo
that there may be one and only onme cipher equivalent per keying cporatiom.

9. Instead of a set of 6 translater bars and 32 stunt bars an arrangement of
multiple contact relays as shown in Figure 2 at 2k may bYe provided 1f deemed
more practicable than translater dars.

10. Yor deciphermemt, having a recipmocal ciphering commtator the key setting
of the cam wheels Yeing the same as the initial setiing at the enciphering emd
the sequence of keying charscters would be identioal at the deciphering end
and the recipxocity between plain-text and oipher characters is sastablished
through the cipher commtator and the decipherment is effected in a simple
sanner, that is, if at encipherment at a given instant A equals K then in
decipherment at that homologous imstant (with respect to the cipher koy) K
would be deciphered as A,




